CS 610 Computer Networks

Assignment # 04 solution
Spring 2011

Total Marks = 20

Deadline

Your assignment must be uploaded / submitted before or on June 15, 2011

Upload Instructions

Please view the assignment submission process document provided to you by the

Virtual University of Pakistan.
Rules for Marking

Please note that your assignment will not be graded if:

• It is submitted after due date

• The file you uploaded does not open

• The file you uploaded is copied from someone else or from internet.
• It is in some format other than .doc

Objective

The assignment has been designed to develop the understanding and demonstration about the concept of Address Resolution Protocol commands. 
Note: Material that is an exact copy from handouts or internet would be graded

zero marks. Your solution should consist of the material found through different sources and written in your own words.

Assignment Statements:
Router and host are needed to view the physical address or MAC address of the machine. It is used address resolution protocol for mapping between protocol address and hardware addressing. In this assignment you will perform practically view the IP address, physical address and detail information of your machine through the ARP (Address resolution protocol) Commands.

Note: we should be required your Personal computer information. So it is strictly prohibited the copied assignment.

Follow these steps and instructions.

1. Open a Windows start menu then click Run. Start > Run. Type cmd and click OK. If you have window 7 or vista, just go to search option in start menu and enter cmd.The command prompt will be opened. See snapshot 1.

Snapshot 1:
[image: image1.png]Recycle Bl css 100

&

Adobe Actobat QR
6.0Professi

) Internet

¥ Internet Explrer
E-mail
Migrasoft Offce Outiock.

[ W] ot ofce wens 202

| Callator

| Notepad

Adobe Acrabat 6.0
Professional
Micrasoft Office PawerPaint
2005

arvograms P>

| My Documents

2) My Recent Documents >
6 e Type the name of a program, older, document, or

7] nternet resorce, and indows willopen i For you.

15 My pictures

12 my s

30 My Computer

open: [and

) (Cconeel ) Coromser ]

)y Network Places

@ convetrons

@ 3ot Proga ccessond
Defals

2y printers and Faxes

)) belp and Support

) search

&

Opens a program, folder, document, or Web .





2. Enter the arp command like C:\ > arp. The arp command will display useful information. See Snapshot 2.This command issue on the computer and examine the output.

Snapshot 2:
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\darp

Displays and modifies the IP-to-Physical address translation tables used hy
ddress resolution protocol CARP).

\RP s inet_addr eth_addr [if_addr]
\RP -d inet_addr [if addr]
\RP —a [inet_addr] [N if_addr]

a Displays current ARP entries by interrogating the current
protocol data. If inet_addr is specified, the IP and Physical
addresses for only the specified computer are displayed. If
more than one netuork interface uses ARP, entries fox each ARP
table are displayed.

9 Same as -a.

inet_addr Specifies an internet address.

N if_addr  Displays the ARP entries for the network interface specified
by if_addr.

-d Deletes the host specified by inet_addr. inet_addr may be
wildcarded with * to delete all hosts.

s Adds the host and associates the Internet address inet_addr

with the Physical address eth addr. The Physical address is
given as 6 hexadecinal bytes separated by hyphens. The entry
is pernanent.

eth_addr Specifies a physical address.

if addr If present, this specifies the Internet address of the
interface whose address translation table should be modified.
If not present. the first applicable interface will be used.

Exanp L
> arp -s 157.55.85.212  BB-aa-80-62-c6-89

Adds a static entry.
> arp -a N

Dicplays the arp table.

>




Answer the following questions about the Arp command which will be used in your personal computer and give the answer with snapshot.

Q1: Which command will display the ARP table on the computer?
 (arp –a) command  is used.
Snapshot :
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-a Displays current ARP entries by interrogating the current
protocol data. If inet_addr is specified, the IP and Physical
addresses for only the specified computer are displayed. If
more than one netuork interface uses ARP, entries fox each ARP
table are displayed.

9 Same as -a.

inet_addr Specifies an internet address.

N if_addr  Displays the ARP entries for the network interface specified
by if_addr.

-d Deletes the host specified by inet_addr. inet_addr may be
wildcarded with * to delete all hosts.

- Adds the host and associates the Internet address inet_addr

with the Physical address eth addr. The Physical address is
given as 6 hexadecinal bytes separated by hyphens. The entry
is pernanent.
eth_addr Specifies a physical address.
if addr If present, this specifies the Internet address of the
interface whose address translation table should be modified.
el If not present. the first applicable interface will he used.
xanp.
3 arp o 157.55.95.212  88-aa-08-62-c6-09
arp —a N

Adds a static entry.
Dicplays the arp table.

\darp -a
Interface: 192.168.53.98 ——— Bx2
Internet Addiess Physical Address Type
192.168.53.8 1c-hd-h9-a7-6£-9¢ dynan:
192016853018 44-85-64-8£-82-87 dynan:
1920168153092 00-0f—Fo-d4-6d-60 dynan:
192.168.53.108 00-0fF—Fo—F4-76-6a dynanic

>




Q2: Which command will be used to clear the ARP table?
 (arp –d) command is used.                                   Snapshot:
Q3: Which command will be used to delete a specific entry of the ARP table?
 ( arp –d )  192. .168.53.8 command is used.        Snapshot:
Q4: Which command will be used to display all entries in ARP?
 ( arp –a –v ) command is used.                             Snapshot:
Q5: What the purpose of this command “netstat” and how to use it with 
        different options? 
Netstat (network statistics) is a command-line tool that displays network connections (both incoming and outgoing), routing tables, and a number of network interface statistics.
NETSTAT command with the following options
-a displays all connections

-b displays the executable connection

-e displays Ethernet details

-f displays FQDN addresses.

-n displays addresses in numbers

-o displays the owning process

-p shows connections for the protocols

-r displays the routing table.

-s displays per-protocol details

-t displays the current connection

